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Abstract of the contribution: This contribution addresses the issues described in Network Slicing Work Task #3 (NS_WT_#3), i.e., Network Slicing Architecture.
Introduction

This contribution addresses the following topics in NS_WT_3#:

2) Identifying the common functions (if any) that need to be available in the core network and/or RAN to enable network slicing 

3) Identifying the approach to enable UE to associate with multiple slices simultaneously.
The common/slice-specific NFs for Group B in Annex D are proposed in this paper.
Discussion
In the scenario of one UE accessing multiple slices simultaneously (Group B in Annex D), current interim agreement is that some CP NF can be common/shared for the multiple slices, and MM is considered as an example of the common NFs.

4. A UE may access multiple slices simultaneously via a single RAN. In such case, those slices may share some control plane functions, e.g. MM.

For other CP NFs, whether they should be common or not is not clear. In this paper, the criteria to determine whether a NF should be common or not is discussed, and the common CP NFs are proposed based on the criteria.
1. Discussion on the criteria to decide common or slice-specific NF

Sharing NF can be driven by two different motivations: To avoid redundancy of functionalities in multiple slices, or to avoid redundancy of UE context (e.g. UE location) in multiple slices. With the former motivation, it intends to share all same NFs of the multiple slices. In this case the scope of common NFs will be maximized. While with the latter motivation, only those NFs that handle common UE contexts has to be shared, all other NFs can be deployed as slice-specific even if their functionalities are same. In this case the common NFs will be limited to enhance the isolation between multiple slices.
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Option 1: Determine the common NFs based on whether its functionality and processing logic are the same for all of the multiple slices
With this criterion, the CP NFs with the same functionalities for multiple slices can be implemented as common NFs to reduce the redundancy of functionalities. However, whether the functionality of a CP NF is the same for multiple slices depends on the real deployment of the slices. The functionalities of some CP NFs (e.g., the Policy control function) may be the same in some cases while different in other cases, which makes it difficult to standardize the common CP NFs set. Also the isolation between slices will be disrupted with this criteria.
Option 2: Determine the common NFs based on whether the UE context it handled is common or slice-specific
The common context is the information that shared among multiple slices (i.e., the context for all services/sessions of a UE, e.g., the MM state and tracking area of the UE), while the slice-specific context is only valid and used in the corresponding slice (e.g., UE IP address and session QoS). With this criterion, the CP NFs that handle common context are expected to be deployed in a shared way to realize unified management and thus ensure the consistence of the common context. 
This may lead to the redundant deployments of the functions (i.e., multiple function instances with the same functionality and process logic in the multiple slices) but the technology of Network Function Virtualization (NFV) will reduce the introduced cost. And the isolation of slices still can be guaranteed as much as possible except for the common part.
Based on the above discussion, we propose to determine whether a NF should be common or not based on whether the UE context it handled is common or slice-specific.

2. Analysis of UE context and common/slice-specific CP NFs

The context of the UE in the NextGen consists of the UE common context, APN level context and session level context (including contexts of finer levels like flow level). 
The UE common context, including MM context (e.g., MM state and tracking area of the UE), Security context (e.g., authentication vector), and UE common context related Policy context (e.g., UE-AMBR and mobility level), are used for all slices and can be classified as common context. 
In this solution, we assume that a session is not shared across slices, therefore the session-level and finer level context, including SM context (e.g., UE IP Address and GW IP Address) and session/flow level related Policy context (e.g., Session/flow QoS), is slice-specific. 
Note: If the DN level context exists in 5G (similar with the APN-AMBR in EPC), whether it can be handled across multiple slices are still not clear and depends on the solution of QoS framework.
Based on above classification of context, the CP NFs fall into the following two categories:
a) CP NFs that handle UE common context should be common
- The MM function. It is responsible for handling the UE MM context. 
- The Access AU function. It deals with the Security context of the UE.
- The UE specific policy control function (UE-PCF). It performs policy control based on per UE-related policy.
b) CP NFs that handle session level context or finer (e.g. flow level) context should be slice-specific
- The SM function. It is responsible for handling the session level SM context.
- The slice-specific policy control function (slice-PCF). It performs policy control on session/flow level.
Note: All those considered functions are assumed in the same trust domain. The detailed discussion of trust domain is proposed in another contribution in security KI.
Proposal
It is proposed to update the solution in the TR23.799 accordingly.
* * * Start of changes * * * *

6.1
Solutions for Key Issue 1: Support of network slicing

6.1.1
Solution 1.1: Network Slicing without Slicing the radio

This solution applies to Key Issue 1 –Support of network slicing. The solution introduces the high-level solution for the network slicing without slicing the radio.

6.1.1.1
Architecture description

In this solution it is assumed that any slicing of a PLMN is not visible to the UEs at the radio interface. So in this case, a slice routing and selection function is needed to link the radio access bearer(s) of a UE with the appropriate core network instance. The solution is comparable to what is introduced with the DÉCOR feature. The solutions do not make any assumption on any potential RAN internal slicing. The main characteristics is that the RAN appears as one RAT+PLMN to the UE and any association with network instance is performed network internally, without the network slices being visible to the UE.
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Figure 6.1.1.1-1: Control plane interfaces for network slicing with common and slice specific functions
Editor’s Note:  For network slices that have a common CP NF, it is FFS whether the RAN has an additional direct interface to the slice specific CP NFs.

Editor’s Note:  It is FFS whether the slice specific CP NFs have a direct interface to the Subscriber Repository.

Each network slice instance has a network slice specific instance ID (NSI-ID).When there are common CP NFs, the NSI-ID is a combination of a common CN NF ID and a slice specific ID.

6.1.1.2
Function description

The slice selection function (SSF) may be provided by the RAN, e.g. like today's NAS Node Selection Function. Alternatively, a CN provided function may perform that task. The slice selection function routes select an appropriate slice for the UE based on UE provided and possible CN provided information.

As all network instances of the PLMN share radio access there is a need for separating any access barring and (over)load control per slice. That may be accomplished comparable to today's separated access barring and (over)load control that is provided per PLMN operator for network sharing.

With that solution there may be CN resources that cannot be fully separated, e.g. transport network resources. Any RAN internal slicing or managing of shared RAN resources is for RAN WGs.

The SSF handles the UE’s initial Attach Request by selecting an appropriate slice for the UE based the UE’s subscription information, UE usage type and service type.  During the attach procedure the SSF associates the UE to one default slices and/or a UE specified slice type.  The UE may subsequently request other services that result in attachment to other slices. If the UE is re-attaching to the network after attaching to a specific network slice, the UE may provide the NSI-ID in the Attach Request. In this case, the AN can send the request directly to a CP NF corresponding to the specified slice.  

After selecting the NS, the SSF may perform the NNSF to select the CP NFs corresponding to the selected slice.  Alternatively, the SSF may forward the NSI-ID to the AN and the AN can perform the NNSF.  
Editor’s Note:  whether the Attach procedure described in this solution can be combined with the initial slice selection procedure described in clause 6.1.3 is FFS.
The UP connections for the UE can be established by the selected CP NF. This can be established during the attach procedure or it can be setup after the UE sends a New Service Request. If it is established during the attach procedure then a default or UE specified UP connection is setup.  

After the attach procedure, a UE can be associated with multiple slices if the UE sends multiple new service requests for services that are provided by different slices.  The attach procedure is the same for the case where the UE can attach to one slice or multiple slices.
The SSF is involved in the following procedures:

· Attach procedure

· The SSF selects a slice for the UE during the initial attach procedure based on the UE’s subscription information, UE usage type and service type (if provided).
Editor's note: Details of the Service Type whether to use existing parameters or new parameters is FFS.
· The SSF performs a UE identity check before a slice is selected. This function may be common to all slices.  

· The SSF may associate the UE with one default slices and/or a UE specified slice during the attach procedure.  

· The SSF may perform the NNSF and send the selected CP NFIDs to the AN. Alternatively it may select the NSI (Network Slice ID) and the AN performs the NNSF.  
· New service request

· The SSF may select additional slices for a UE after the initial attach request.  
· The new service request may be forwarded to the SSF by the common CP MM selected from the initial attach procedure.
The UE attach procedure is illustrated in the following figure.  




Whether a CP NF should be common or not is decided based on whether the context it handled is common for multiple slices or not. With this criterion, the CP NFs fall into the following two categories:

a) The following CP NFs that handle UE common context information that is common for all of a UE’s services or sessions should be common
- The MM function. It is responsible for handling the MM context of the UE.

- The Access AU function. It deals with the security context of the UE.
- The UE specific policy control function (UE-PCF). It performs policy control based on per UE-related policy.
b) The following CP NFs that handle session level context or finer (e.g. flow level) context should be slice-specific
- The SM function. It is responsible for handling the session level SM context.

- The slice-specific policy control function (slice-PCF). It performs policy control based on session/flow level.
* * * End of Changes * * * 
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